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SUPPORTING LIFE CYCLE PROCESSES

0
Introduction

The purpose of this chapter is to list objectives, per SWAL, that belong to supporting life cycle processes.

Supporting life cycle processes consist of:

1) Documentation process:

1) Process implementation;

2) Design and development;

3) Production;

4) Maintenance.

2) Configuration management process: 

1) Process implementation;

2) Configuration identification;

3) Configuration control;

4) Configuration status accounting;

5) Configuration evaluation;

6) Retrieval & Release process

7) Use of tool;

8) Acquirer agreement for the use of a tool;

9) Configuration Management at the level of Software Component;

10) Configuration Management Traceability.

3) Quality assurance process:

1)
Process implementation;

2)
Product assurance;

3)
Process assurance;

4)
Quality audits.
4) Verification process:

1)
System verification;

2) Verification plan;

3) Software requirements;

4) Integration;

5) Software Design;

6) Code;

7) Independent verification;

8) Executable;

9) Data;

10) Traceability;

11) Complexity measures;

12) Verification process results;

13) Retrieval & Release process.

5) Validation process: (Not Applicable to SW as validation is system-related)

1)
Process implementation;

2) Validation planning;

3) Boundaries validation;
4) Pass/Fail criteria;
5) Validation test;

6) Record of validation activities;
7) Independent validation team.

6) Joint review process:

1)
Process implementation;

2) Project management reviews;

3) Technical reviews.
7) Audit process:

1)

Process implementation;

2) 

Audit.
8) Problem resolution process:

1)
Process implementation;

2) Problem resolution;

3) Safety impact;

4) Problem Report Configuration Management.

Note: as explained in Chapter 2, the organisation of the following lists into processes and objectives is coming from “ANS Software lifecycle” mainly based upon ISO/IEC 12207. 

1 DOCUMENTATION PROCESS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.1.1
	Process Implementation
	ANS SW Lifecycle Part  I Chapter 3 §1

A plan, identifying the documents to be produced during the lifecycle of the software product, should be developed, documented, and implemented.

Document should be identified to allow searching versions (old and latest). 
	
	
	
	
	SSF

Part III

	5.1.2
	Design & Development
	ANS SW Lifecycle Part  I Chapter 3 §1

Each identified document should be designed in accordance with applicable documentation standards/rules for format, content description, page numbering, figure/table placement, proprietary/security marking, packaging, and other presentation items.
	
	
	
	
	SSF

Part III

	5.1.3
	Production
	ANS SW Lifecycle Part  I Chapter 3 §1

The documents should be produced and provided in accordance with the plan.  Production and distribution of documents may use paper, electronic, or other media.  Master materials should be stored in accordance with requirements for record retention, security, maintenance, and backup.
	
	
	
	
	SSF

Part III

	5.1.4
	Maintenance
	ANS SW Lifecycle Part  I Chapter 3 §1

The tasks, that are required to be performed when documentation is to be modified, should be performed.
	
	
	
	
	SSF

Part III


2 CONFIGURATION MANAGEMENT PROCESS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.2.1
	Configuration management process
	Configuration management process ANS SW Lifecycle Part  I Chapter 3 §2
Process implementation

A configuration management plan should be developed.  The plan should describe:

- the configuration management activities; 

- procedures and schedule for performing these activities; 

- the organisation(s) responsible for performing these activities; and their relationship with other organisations, such as software development or maintenance; 

- Software life cycle environment control management (tools used to develop or verify SW)

- Definition of SW life cycle data (any output) control management (identify for each output which kind of Configuration Management to set-up).

The plan should be documented and implemented.


	
	
	
	
	SSF

Part VII

	5.2.2
	Configuration identification
	ANS SW Lifecycle Part  I Chapter 3 §2
A scheme should be established for identification of software items and their versions to be controlled for the project.  

For each software item and its versions, the following should be identified: 

· the documentation that establishes the baseline; 

· the version references; 

· the problem reports list (those already fixed, those fixed in that particular version and those still open  if any); 

· and other identification details.

The items to be configuration-identified should be drawn with its associated configuration management level.


	
	
	
	
	SSF

Part VII

	5.2.3
	Configuration control
	ANS SW Lifecycle Part  I Chapter 3 §2
The following should be performed: identification and recording of change requests; analysis and evaluation of the changes; approval or disapproval of the request; and implementation, verification, and release of the modified software item.  

An audit trail should exist, whereby each modification, the reason for the modification, and authorisation of the modification can be traced.  

Control and audit of all accesses to the controlled software items that handle safety or security critical functions should be performed.


	
	
	
	
	SSF

Part V

	5.2.4
	Configuration status accounting
	ANS SW Lifecycle Part  I Chapter 3 §2
Management records and status reports that show the status and history of controlled software items including baseline should be prepared.  Status reports should include the number of changes for a project, latest software item versions, release identifiers, the number of releases, and comparisons of releases.


	
	
	
	
	SSF

Part V & VII

	5.2.5
	Configuration evaluation


	ANS SW Lifecycle Part  I Chapter 3 §2
The following should be determined and ensured: the functional completeness of the software items against their requirements and the physical completeness of the software items (whether their design and code reflect an up-to-date technical description).


	
	
	
	
	SSF

Part VII

	5.2.6
	Retrieval & Release

 Process
	ANS SW Lifecycle Part  I Chapter 3 §2
A retrieval and release process should exist and should be documented.

The release and delivery of software products and documentation should be formally controlled.  Master copies of code and documentation should be maintained for the life of the software product.  The code and documentation that contain safety or security critical functions should be handled, stored, packaged, and delivered in accordance with the policies of the organisations involved.


	
	
	
	
	SSF

Part VII

	5.2.7
	Use of tool 
	A tool should be used to perform Software items configuration management.
	
	
	
	
	SSF

Part I

	5.2.8
	Use of tool (acquirer agreement)
	The acquirer should accept the selected software items configuration management tool.
	
	
	
	
	SSF

Part VII

	5.2.9
	At level of SW component
	The software items configuration management should be performed at the software component level.
	
	
	
	
	SSF

Part VII

	5.2.10
	Configuration   Management Traceability
	Software life cycle data (any output) should be traceable between versions.

Besides, at the equipment level, configuration management should trace software and hardware versions to ensure that compatibility is achieved.
	
	
	
	
	


3 QUALITY ASSURANCE PROCESS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.3.1
	Process Implementation
	Quality assurance process ANS SW Lifecycle Part  I Chapter 3 §3
Process implementation

A quality assurance process tailored to the project should be established.  The objectives of the quality assurance process should be to assure that the software products and the processes employed for providing those software products comply with their established requirements and adhere to their established plans. 

A plan for conducting the quality assurance process activities and tasks should be developed, documented, implemented, and maintained (including configuration management of evidences records) for the life of the contract.


	
	
	
	
	SSF

Part VII

	5.3.2
	Product Assurance
	Product assurance

It should be assured that all the plans required by the contract are documented, comply with the contract, are mutually consistent, and are being executed as required.

It should be assured that software products and related documentation comply with the contract and adhere to the plans.

A Software Conformity review should be performed.


	
	
	
	
	SSF

Part VII

	5.3.3
	Process Assurance
	Process assurance

It should be assured that those software life cycle processes (supply, development, operation, maintenance, and supporting processes including quality assurance) employed for the project comply with the contract and adhere to the plans.

It should be assured that the internal software engineering practices, development environment, test environment, and libraries comply with the contract.
	
	
	
	
	SSF

Part VII


4 VERIFICATION PROCESS

Note: The activity of this paragraph consists in providing assurance that such a level of verification has been done (and not only doing this level of verification).

4.1 SYSTEM VERIFICATION

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.4.1
	verification of system requirements
	Requirements verification ANS SW Lifecycle Part  I Chapter 3 §4
The requirements should be verified considering the criteria listed below:

a) The system requirements are complete and correct.

b) The system requirements are consistent, feasible, and verifiable.
	
	
	
	
	System verification results


4.2 SOFTWARE VERIFICATION

	
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.4.2
	Verification plan


	Verification plan ANS SW Lifecycle Part  I Chapter 3 §4.1
A verification plan should be developed and documented. The plan should address the life cycle verification activities and phase outputs subject to verification and related resources, responsibilities, and schedule.  The plan should address procedures for forwarding verification reports to the acquirer and other involved organisations.


	
	
	
	
	SSF

Part VII
(set of)  verification plan(s)

	5.4.3
	Verification of software requirements
	Requirements verification ANS SW Lifecycle Part  I Chapter 3 §4.2
The software requirements should be verified considering the criteria listed below:

a) The software requirements are complete and correct;

b) The functional behaviour of the Software complies with the Software Requirements;

c) The timing performances of the software complies with the Software Requirements;

d) The software requirements are consistent, feasible, and verifiable;

e) The software robustness to abnormal conditions complies the Software Requirements (Only SWAL1&2&3)

f) External consistency with the system requirements;

g) Internal consistency between software requirements;

h) Verification coverage of the requirements of the software item; (Only for SWAL1 & 2)

i) No conflict exist between software requirements and the HW/SW features of the target computer (system response time, Input/output HW, software resource usage on the target computer) (Only SWAL1 & 2) ;

j) Software requirements conform to Software requirements rules (Only for SWAL 1 & 2 & 3) ;

k) Algorithms are accurate and correct (Only SWAL 1 & 2 & 3);

l) The capacity of the Software complies with the Software Requirements (Only SWAL 1 & 2 & 3);

m) The overload tolerance of the Software complies with the Software Requirements (Only SWAL 1 & 2 & 3).


	
	
	
	
	SSF

Part VII
SW verification results

	5.4.4
	Integration

Verification
	Integration verification ANS SW Lifecycle Part  I Chapter 3 §4.2
The integration should be verified considering the criteria listed below:

a) the software components have been completely and correctly integrated into the software item

b) the software units  have been completely and correctly integrated into the software component

c) the hardware items, software items, and manual operations of the system have been completely and correctly integrated into the system.

d) the integration tasks have been performed in accordance with an integration plan.

Examples of verification criteria are (especially as far as isolation between software is concerned)
· Linking and loading data and memory map

· Data control and coupling 

· Incorrect HW addresses

· Memory overlaps

· Missing SW components.

Remark:

Global verification should be performed either through tests or other methods like reviews…..


	





	





	


	


	SSF

Part VII
Integration verification results (tests results, reviews records….)

	5.4.5
	Verification of software design
	Design Verification ANS SW Lifecycle Part  I Chapter 3 §4.2
The developer should evaluate the design tests, test results, and user documentation considering the criteria listed below.  

a) External consistency with the software requirements;

b) Internal consistency (data flow and control flow);

c) Verification coverage of the software architectural design;

d) Design conforms to Design rules

e) Appropriateness of test rules and methods used;

f) Conformance to expected results;

g) Feasibility of software design testing;

h) Feasibility of maintenance;

i) Verification criteria on which verification completion will be judged.

The results of the evaluations should be documented.
Remark:

The compliance should be verified according to the definition of the  transition criteria between life cycle phases (cf AL allocation for  Development process)
	
	
	
	
	SSF

Part VII

Design verification results

+

Integration  test description verification results

	5.4.6
	Verification of code  
	Software Units Code & Verification Results Evaluation Criteria ANS SW Lifecycle Part  I Chapter 3 §4.2
The developer should evaluate software code and verification results considering the criteria listed below.

a) External consistency with the requirements and design of the software item;

b) Internal consistency between unit requirements;

c) Verification coverage of units;

d) Code conforms to Code rules;

e) Appropriateness of coding methods and rules used;

f) Feasibility of software code verification;

g) Feasibility of maintenance.

The results of the evaluations should be documented.

Remark:

Global verification should be performed either through tests or other methods like reviews or other means…..


	
	
	
	
	SSF

Part VII
SW unit code  & test description verification results

(tests or reviews…)

	5.4.7
	Independent verification 


	“Independence” means :

· independent  team for  system verification

· independence  at people level for SW 


	
	
	
	
	SSF

Part VII

	5.4.8
	Verification of executable
	Executable verification ANS SW Lifecycle Part  I Chapter 3 §4.2
The developer should evaluate executable and verification results considering the criteria listed below.

a) External consistency with the code of the software item (e.g. is the compiler generating an appropriate exe?);

b) Internal consistency between exe requirements (e.g.: is the compiler always generating the same exe for the same source?);

c) Verification coverage of executable (e.g. is the compiler generating additional and unnecessary executable such as dead executable code?);

d) Feasibility of executable verification;

The results of the evaluations should be documented.
	
	
	
	
	SSF

Part VII
SW source code verification results (inspection & test)

	5.4.9
	Data verification 
	The data structures specified during design should be verified for: ANS SW Lifecycle Part  I Chapter 3 §4.2
- completeness

- self-consistency

- protection against alteration or corruption


	
	
	
	
	SSF

Part VII
Data verification results (inspection & test)



	5.4.10
	Traceability
	Traceability should be verified:

a) Between System and Software requirements

b) Between Software requirements and Software design (Software component level, architectural design)

c) Between Software Architectural Design and Code

d) Between Software Code and Executable
	



	


	



	
	SSF

Part VII

	5.4.11
	Complexity measures 
	Verification of the folder related to complexity measures:

- measures analysis,

- performed actions .
	
	
	
	
	SSF

Part VII

	5.4.12
	Verification of Verification process results
	ANS SW Lifecycle Part I Chapter 3 & 4.2

Verification cases, procedures and results should be verified, so that:

· Verification procedures are correct and  complete

· Verification results are correct and complete and discrepancies are explained 

· Verification of the software requirements verification cases , procedures and results is correct and complete

· Verification of the software design verification cases, procedures and results is correct and complete

· Verification of the software code verification cases, procedures and results is correct and complete

· Verification of the software executable verification cases, procedures and results is correct and complete (Only for SWAL 1)

· Verification of the software integration verification cases, procedures and results is correct and complete

· Verification of the software data verification cases, procedures and results is correct and complete

· Verification of the traceability verification procedures and results is correct and complete


	
	
	
	
	SSF

Part VII


Note: 3 types of verification exist:

a) developing software;
b) verifying that software is “correct” (satisfactorily developed);
c) verifying that verification is “correct”.

So in that §4.2, verification of verification objectives are of type c). All the other verification objectives are of type b).

4.3
OTHER VERIFICATIONS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.4.13
	verification of Retrieval and Release  process
	Retrieval & Release process verification ANS SW Lifecycle Part  I Chapter 3 §2
The Software Retrieval and release process should be verified.


	
	
	
	
	SSF

Part VII


5 VALIDATION PROCESS

5.1
EQUIPMENT VALIDATION

The ANSP is responsible for conducting validation (which intends to show that the system meets its safety objectives in its operational environment). This section identifies how SWAL contribute to give confidence that safety objectives are met. This validation concerns the equipment part of the system, as some procedures are defined to perform this equipment validation. However, this equipment validation does not intend to validate the procedures. (Cf: Chapter 1 § 3). 

Outputs of Validation process are not part of the Software Safety folder and validation objectives are to be satisfied whatever the SWAL as validation is at system level and not at Software assurance level. 

N/A: Not Applicable

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.5.1
	Validation 



	Process implementation ANS SW Lifecycle Part  I Chapter 3 §5
A validation process should be established to validate the system or software product in its operational environment.  Validation tasks, including associated methods, techniques, and tools for performing the tasks, should be selected.

A validation plan should be developed, documented and implemented.
	N/A
	N/A
	N/A
	N/A
	Validation plan

	5.5.2
	Validation planning

	System Description ANS SW Lifecycle Part  I Chapter 1 §1
The Software purpose should be defined.  Operational scenarios should be defined. The Software/System functions and their relationships should be defined.

Software external interfaces should be described.
Validation ANS SW Lifecycle Part  I Chapter 3 §5
Task list includes: 

ANSP prepares selected test requirements, test cases, and test specifications for analysing test results.

Ensure that these test requirements, test cases, and test specifications reflect the particular requirements for the specific intended use.

Test and validate the software product as appropriate in selected areas of the target environment.
	N/A
	N/A
	N/A
	N/A
	Operational scenario description; system design document; interface description

Validation test description and results (including appropriate ness of testing environment for “intended use”

	5.5.3
	Boundaries Validation 
	System Description ANS SW Lifecycle Part  I Chapter 3 §5
Software boundaries should be validated (performance, operational, time,  ..)
	N/A
	N/A
	N/A
	N/A
	Validation test description and results

	5.5.4
	Pass/ fail criteria
	Validation tests pass/fail criteria should be defined.


	N/A
	N/A
	N/A
	N/A
	

	5.5.5
	Validation test
	System  Integration 
The software configuration items should be integrated, with hardware configuration items, manual operations, and other system elements as necessary, into the system.  The aggregates should be tested, as they are developed, against their requirements.  The integration and the test results should be documented. For each validation requirement of the system, a set of tests, test cases (inputs, outputs, test criteria) and test procedures for conducting System Validation Testing should be developed and documented.

System Validation Evaluation Criteria 
The system should be validated considering the criteria listed below.  The results of validation should be documented.

a) Test (or equivalent means) Coverage of system requirements;

b) Conformance to expected performance;

c) Feasibility of operation (are system requirements correct ?) and maintenance.

Validation results should comply with pass criteria to be accepted.
	N/A
	N/A
	N/A
	N/A
	

	5.5.6
	Record of validation activities/ results
	Closure (cf management process) 
When all system elements, activities, and tasks are completed, the manager should determine whether the process is complete taking into account the criteria as specified in the contract or as part of organisation’s procedure.

The manager should check the results and records of the system elements, activities, and tasks employed for completeness.  These results and records should be archived in a suitable environment as specified in the contract.
	N/A
	N/A
	N/A
	N/A
	Acceptance test results

	5.5.7
	Independent validation team
	Validation process 
This process may be executed with varying degrees of independence.  The degree of independence may range from the same person or different person in the same organisation to a person in a different organisation with varying degrees of separation.  In the case where the process is executed by an organisation independent of the supplier, developer, operator, or maintainer, it is called Independent Validation Process 
	N/A
	N/A
	N/A
	N/A
	Development plans


6 JOINT REVIEW PROCESS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.6.1
	Process implementation
	ANS SW Lifecycle Part  I Chapter 3 §6

Periodic reviews should be held at predetermined milestones as specified in the project plan(s). 

The review results should be documented and distributed.
	
	
	
	
	SSF

Part VII

	5.6.2
	Project management reviews
	ANS SW Lifecycle Part  I Chapter 3 §6

Project status should be evaluated relative to the applicable project plans, schedules, standards/rules, transition criteria and guidelines.
	
	
	
	
	SSF

Part VII

	5.6.3
	Technical reviews
	ANS SW Lifecycle Part  I Chapter 3 §6

Technical reviews should be held to evaluate the software products or services under consideration.
	
	
	
	
	SSF

Part VII


7 AUDIT PROCESS

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.7.1
	Process implementation
	ANS SW Lifecycle Part  I Chapter 3 §7

Audits should be held at predetermined milestones as specified in the project plan(s) or upon specific request. 

After completing an audit, the audit results should be documented and provided to the audited party.
	
	
	
	
	SSF

Part VII

	5.7.2
	audits at SW requirement level
	ANS SW Lifecycle Part  I Chapter 3 §7

Audits may be conducted at predetermined milestones to ensure that:

- The acceptance review and verification requirements prescribed by the documentation are adequate for the acceptance of the software.

- Verification data comply with the specification.

- Software was successfully verified and meets its SW requirements.

- Verification reports are correct and discrepancies between actual and expected results have been resolved.

- Product (SW requirement) and User documentation complies with rules as specified.

- Activities have been conducted according to applicable requirements, plans, and contract.

- The costs and schedules adhere to the established plans.

For SWAL4 it can decided that audits are not necessary.
	
	
	
	
	SSF

Part VII

	5.7.3
	audits down to SW design level
	ANS SW Lifecycle Part  I Chapter 3 §7

Audits should be conducted at predetermined milestones or upon specific request to ensure that:

- The acceptance review and verification requirements prescribed by the documentation are adequate for the acceptance of the software.

- Verification data comply with the specification.

- Software was successfully verified and meets its SW requirements and SW architecture requirements.

- Verification reports are correct and discrepancies between actual and expected results have been resolved.

- Product (SW requirement and SW architecture) and User documentation complies with rules as specified.

- Activities have been conducted according to applicable requirements, plans, and contract.

- The costs and schedules adhere to the established plans.
	
	
	
	
	SSF

Part VII

	5.7.4
	quality audits down to source code level
	ANS SW Lifecycle Part  I Chapter 3 §7

Audits should be conducted at predetermined milestones and upon specific request to ensure that:

- The acceptance review and verification requirements prescribed by the documentation are adequate for the acceptance of the software.

- Verification data comply with the specification.

- Software was successfully verified and meets its SW requirements, SW architectural requirement and SW detailed design requirements.

- Verification reports are correct and discrepancies between actual and expected results have been resolved.

- Product (SW requirement, SW architecture, SW detailed design and Source code) and User documentation complies with rules as specified.

- Activities have been conducted according to applicable requirements, plans, and contract.

- The costs and schedules adhere to the established plans.


	
	
	
	
	SSF

Part VII

	5.7.5
	quality audits down to executable level
	ANS SW Lifecycle Part  I Chapter 3 §7

Audits should be conducted at predetermined milestones or upon specific request to ensure that:

- The acceptance review and verification requirements prescribed by the documentation are adequate for the acceptance of the software.

- Verification data comply with the specification.

- Software was successfully verified and meets its SW requirements, SW architectural requirement and SW detailed design requirements.

- Verification reports are correct and discrepancies between actual and expected results have been resolved.

- Product (SW requirement, SW architecture, SW detailed design, Source code and executable) and User documentation complies with rules as specified.

- SW development tools (e.g. Compilers) are qualified.

- Activities have been conducted according to applicable requirements, plans, and contract.

- The costs and schedules adhere to the established plans.
	
	
	
	
	SSF

Part VII


8 PROBLEM/CHANGE RESOLUTION PROCESS

The Problem/Change Resolution Process is a process for analysing and resolving the problems (including non-conformances), whatever their nature or source, that are discovered during the execution of development, operation, maintenance, or other processes.  The objective is to provide a timely, responsible, and documented means to ensure that all discovered problems are analysed and resolved and trends are recognised.

So Problem/Change Resolution phase includes:

· Non-conformance  reports (during all phases) which could or not affect safety

· Correction: a modification has to be performed in order to fix a reported problem

· Prevention:  a modification has to be performed because an analysis has concluded that the software behaviour could contribute to a safety-related event:

· either because the system safety assessment (at the system or at the software level) process review/update identified it and did not do so till then.

· Or because an operational report identified it though no safety occurrence happened.

· Evolution: a modification has to be performed because software has to be updated for technological reasons (change of hardware platform, software development tool version change, software development tool obsolescence, ..)

· Improvement:  a modification has to be performed because the software performance, though compliant with requirements has to be improved.

	Obj

N°
	ALs 

Objectives

Title/Topic
	OBJECTIVES
	SWAL
	Output

	
	
	
	1
	2
	3
	4
	

	
	
	
	
	
	
	
	

	5.8.1
	Process implementation
	Problem resolution process ANS SW Lifecycle Part  I Chapter 3 §8
Process implementation 

A problem resolution process should be established and documented for handling all problems (including non-conformances) detected in the software products and processes/activities.


	
	
	
	
	SSF

Part V

	5.8.2
	Problem resolution
	Problem resolution ANS SW Lifecycle Part  I Chapter 3 §8
When problems (including non-conformances) have been detected in a software product or an activity, a problem report should be prepared to describe each problem detected.  The problem report should be used as part of a closed-loop process: from detection of the problem, through investigation, analysis and resolution of the problem and its cause, and onto trend detection across problems.
	
	
	
	
	SSF

Part V

	5.8.3
	Safety Impact
	An analysis should be performed to: 

· assess if a problem report has a safety impact (FHA and/or PSSA and/or SSA)

· corrective actions exist such that safety-related problems can be shown to have been tolerably mitigated.
	
	
	
	
	SSF

Part V

	5.8.4
	Problem Report Configuration Management
	Part of Objective 5.2.1 which defines the lifecycle data to be put under configuration management and which level of configuration management to be set for this kind of data.
	
	
	
	
	SSF

Part V
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